gluu

SINGLE SIGN-ON (SSO)

Offer seamless and secure single sign-
on (SSO) across OpenID Connect, SAML

and CAS web & mobile applications. ABOUT GLUU

Founded in 2009, Gluu has
TWO-FACTOR AUTHENTICATION (2FA) been on a decade-long mission
to drive down the cost and
complexity of operating a
secure, resilient and flexible
identity & access management
service for customers,
employees and partners.

Support a variety of 2FA mechanisms
and business logic to enforce strong

security everywhere.

WEB & API ACCESS MANAGEMENT

Secure APIs and centrally manage who
can access which resources across your
digital kingdom.

WHY GLUU?

B Free open source software

W 100% open web standards FaSt, erXibIe, and free
B Customizable, flexible & open source Identity &
scalanle access management.

B Low total cost of ownership
(TCO)

SALES@GLUU.ORG | 600 CONGRESS AVE. | FLOOR 14 | AUSTIN, TX 78701



WHAT'S IN A GLUU SERVER

Enterprise-ready, free open source software for identity
& access management (IAM).
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@ OPEN SOURCE OPEN STANDARDS

Gluu includes 100% free open source Use open web standards for identity &
software (FOSS): access management (IAM):
B oxAuth*: OpenID Connect Provider (OP) B OpenID Connect
and UMA Authorization Server (AS)
: , : B SAML 2.0
B Shibboleth: SAML Identity Provider (IDP)
B OAuth 2.0

B Passport.JS: authentication middleware to

support inbound identity, like social login
B User Managed Access 2.0 (UMA)

B Gluu LDAP*: directory server to store

Gluu user data, session data, etc. B FIDO U2F
. , .
B oxTrust*: admin user interface B SCIM 2.0
* Required component
B | DAP
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